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The Meaning of Oversight

“If men were angels,” wrote James Madison in  Federalist Paper No. 51, “no government would be necessary.”  In the absence of angels, however, he advised that “ambition must be made to counteract ambition.”  The most important safeguard against abuse in a democratic society would be elections: supervision by the people.  But Madison stressed, too, the importance of establishing “auxiliary precautions” within the government.   This phrase has come to encompass an array of checks-and-balances exercised by the three governing branches, from lofty impeachment proceedings and judicial review through investigations, commissions, hearings, and budget examinations, down to day-to-day case work.  Madison foresaw the necessity for a steady scrutiny of government programs, a feature of governance known today as accountability or, in the awkward term adopted by political scientists, oversight.


In the modern era, Lee H. Hamilton, a former House member, D-Indiana, and director of the Woodrow Wilson Center in Washington, D.C., offers this case for legislative oversight (2002, 56): “ . . . Congress must do more than write the laws; it must make sure that the administration is carrying out those laws the way Congress intended.”  By means of oversight, lawmakers “can help protect the country from the imperial presidency and from bureaucratic arrogance” . . . . [and] help keep federal bureaucracies on their toes.”  Former intelligence overseer and Senator Wyche Fowler (D-Georgia) notes simply: “Oversight keeps bureaucrats from doing something stupid” (2003).  More formally, political scientist Joel D. Aberbach defines legislative oversight as a “review of the actions of federal departments, agencies, and commissions, and of the programs and policies they administer, including review that takes place during program and policy implementation as well as afterward.”  He views these activities as “a significant facet of congressional efforts to control administration and policy” (1990, 2).

Two Theories of Congressional Oversight

Two broad theories of oversight dominate the scholarly literature: the police-patrol and the fire-alarm models.  As explained by McCubbins and Schwartz (1984, 166), with police-patrol oversight “at its own initiative, Congress examines a sample of executive agency activities, with the aim of detecting and remedying any violations of legislative goals and, by its surveillance, discouraging such violations.”  In contrast, with fire-alarm oversight “Congress establishes a system of rules, procedures, and informal practices that enable individual citizens and organized interest groups to examine administrative decisions (sometimes in prospect), to charge executive agencies with violating congressional goals, and to seek remedies from agencies, courts, and Congress itself.”  As “firefighters,” lawmakers react to such stimuli as media revelations about wrongdoing or grievances from interest groups. 


When on police patrol, lawmakers aggressively search for information and indications of wrongdoing or inefficiency—“sniffing for fires,” in the McCubbins and Schwartz metaphor.  Alternatively, as a firefighter, Congress places “fire-alarm boxes on street corners, builds neighborhood fire houses, and sometimes dispatches its own hook-and-ladder in response to an alarm” (McCubbins and Schwartz 1984, 166).  Police-patrol oversight is comparatively centralized, active, and direct; fire-alarm oversight is less centralized and involves less active and direct intervention.  McCubbins and Schwartz, as well as Ogul and Rockman (1990,14), found the fire-alarm approach most prominent on Capitol Hill.  Aberbach’s data (1990, 98) suggest, though, that in more recent Congresses police-patrolling is in greater evidence than responding to fire alarms, at least with respect to the domestic policy domains that he investigated.


For Aberbach, the explanation for this change in the approach of representatives to  oversight lies in the dramatic change in public opinion toward the government that occurred in the 1970s and 1980s.  Displaying a growing disenchantment with government performance (with Watergate and Vietnam as a backdrop, along with popular President Ronald Reagan’s anti-government rhetoric), the public has increasingly demanded that lawmakers pay less attention to the creation of new government programs and focus more on the improvement of programs that already exist.  This change in the political environment has provided a strong incentive for members of Congress to initiate oversight themselves, extinguishing fires and claiming credit for their vigilance as overseers, rather than waiting passively for alarms to sound.  “As a consequence,” writes Aberbach (1990, 193), “formal oversight proceedings (such as oversight hearings) became common activities in the 1970s, and it seems that aggressive information search also became more common.”

The Instruments and the Sources of Leadership for Legislative Oversight

Given the proper conditions for more active police-patrolling by lawmakers, what means do they use to carry out their reviews, and who are the leaders?  The means are varied.  In order of frequency, the top six methods uncovered by Aberbach (1990, 132) are staff communication with agency personnel; program evaluation done by congressional support agencies, such as the General Accounting Office; oversight hearings; staff investigations and field studies; program reauthorization hearings; and program evaluations conducted by committee staff.  Two aspects of oversight stand out in this listing.  First, staff plays a major role; and, second, legislators themselves become most engaged during hearings.  Ogul has similarly noted (1976, 159) that “hearings focus the member’s attention.”  Here is where lawmakers pursue their information-seeking.  Evocative of the policeman/fireman dichotomy, Smist notes two kinds of oversight hearings: the routine and the scandal-driven, or “institutional” and “investigative” in his terminology (1994).  


As for leadership, within the committees of Congress the chairs are the first among equals.  “Oversight is driven by the chairman,” comments a senior SSCI staffer (Mellon 2003).  Two-thirds of the senior staffers interviewed by Aberbach also said that the chairs of congressional panels exercised the major influence in oversight decisions (1990, 123).

Levels of Commitment

Although Aberbach is sanguine about the effectiveness of oversight, most other studies are decidedly less impressed.  The general consensus is that lawmakers have been desultory toward this responsibility.  Political scientist John Bibby, for example, referred to oversight in the 1960s as “the neglected function” (Bibby 1968: 477).  In 1974, an internal study (U.S. House 1974, 62) concluded unanimously that Congress was “just barely making a scratch on the oversight of the executive branch in any one year.”  At about the same time, Ogul (1976, 183-86) found oversight intermittent, rather than comprehensive and systematic.  


Looking specifically at intelligence accountability from 1947-1970, political scientist Harry Howe Ransom (1975, 36) dismissed the devotion of lawmakers to this task as “sporadic, spotty, and essentially uncritical.”  Even with various reforms to improve oversight during the next decade, a study of intelligence review during the late 1970s found that only a few members on the new House intelligence committee spent much time on this duty (Johnson 1980).  Yet another decade later, an intelligence scholar concluded that “oversight” was “an aptly chosen figure of speech” (Jackson 1990b, 254).


Of importance in any discussion of legislative oversight is the interpretation that members of Congress give to the raison d’etre behind program review.  Some members consider it their obligation as overseers to advocate the case for “their” particular executive agencies and programs; others see oversight as a duty to engage in a hard-boiled examination and, if necessary, public criticism of an agency’s shortcomings.  Aberbach (1990, 118) found that “most oversight takes place in a general advocacy context.”  Another study, though, discovered a range of behavior in intelligence hearings, with some legislators acting as agency proponents (even protectors) and others cross-examining bureaucrats with a withering assault of detailed questions about program performance—“softball” versus “hardball” interrogations (Johnson 1994a).  Rather than adopting one style or another, overseers at their best will be, according to Lee Hamilton, both “partners and critics” (Davies 2002, A1).  


On balance, even Aberbach is prepared to offer only “two cheers for Madison,” conceding that “what the United States now has is far from perfect, not even pretty or neat”— though, he adds, “we could do far worse” (213).  How pretty or neat has the picture been specifically for intelligence oversight in recent years?  To answer that question, a brief history of intelligence accountability is necessary.

A Brief History of Intelligence Oversight         


Intelligence as a Special Exception.  In most nations, intelligence agencies are treated as exceptions from the rest of government.  They are cloaked in secrecy, allowed privileged access to policymakers, and given leeway to get the job done—even if that means breaking laws overseas (almost always the case) and engaging in unsavory activities that would be deemed inappropriate for other government agencies.  From the beginning, the United States embraced this laissez faire philosophy for intelligence operations.  The Founders well understood the dangers from abroad to the new Republic and were willing to grant broad discretionary powers to America’s intelligence officers (Knott 1996).  As this nation matured and its intelligence service expanded in the aftermath of World War II, the hands-off philosophy continued.


 Eras of Intelligence Oversight in Modern Times.  In modern times, beginning with the creation of the CIA in 1947, intelligence oversight has gone through five major phases: an Era of Trust (1947-74); an Era of Uneasy Partnership (1975-86); an Era of Distrust (1987-91); an Era of Partisan Advocacy (1992-2001); and now into an Era of Congressional Acquiescence (2002-  ).

Era of Trust.  The Cold War against the Communist world required a strong intelligence shield; in the nuclear age, a nation might not survive another surprise attack like Pearl Harbor.  The U.S. secret agencies would have to be as tough and effective as anything the Soviet Union could field.  This is not to say the CIA was without supervision, even in this warlike climate.  Most of its activities were approved by the White House and reported, in broad outline at least, to oversight subcommittees in the House and Senate (U.S. Senate 1975; Barrett 1998).  The approvals were highly discretionary, however, allowing the Director of Central Intelligence (DCIs)—the nation’s chief spymaster—broad scope to fill in the details.  Reporting to Congress was sketchy, perfunctory, and often unwanted.  


“No, no, my boy, don’t tell me,” a leading Senate overseer, John Stennis (D-Mississippi), told DCI James R. Schlesinger in 1973 when the Director tried to provide a full accounting of the CIA’s operations abroad (Johnson 1994b).  “Just go ahead and do it, but I don’t want to know!”  Model democracy or not, the United States would follow the practice of other nations in placing the secret agencies outside the normal framework of governmental supervision.  If Americans were to be secure, a hostile world demanded no less.

Era of Uneasy Partnership.  In 1975, this philosophy of intelligence exceptionalism underwent a dramatic reversal.  The shift resulted not from any sudden sea change in world affairs; that would not happen until the dissolution of the Soviet Empire in 1991.  Rather, the stimulus was a series of articles appearing in the New York Times from October through December of 1974, charging that the CIA had allegedly abused its power by spying inside the United States.  In the midst of these allegations, Congress passed the first major law to institute tighter supervision over the CIA: the Hughes-Ryan Act.  This law was designed to strengthen executive and legislative control over covert action, the most aggressive form of intelligence in which the CIA attempts to manipulate events abroad through propaganda, political, economic, and paramilitary operations. 


Turning in January of 1975 to the charges of domestic spying, government investigators uncovered a startling number of intelligence transgressions in what is now remembered as the “Year of Intelligence” or what many intelligence officers more ruefully recalled as the “Intelligence Wars.”  The inquiries uncovered assassination plots against foreign leaders; illegal mail openings, wiretaps, and international cable interceptions; intelligence files on over a million American citizens; improper drug experiments and the unlawful sequestering of prohibited lethal chemical and biological materials; a master spy plan to conduct surveillance against Vietnam War dissenters in the United States; intelligence infiltration of a range of groups in American society, from universities to religious and media organizations; the incitement of violence against African-American groups; and covert actions abroad aimed not just at autocracies but democratically elected regimes as well (U.S. Senate 1975; Johnson, 1986a; Smist, 1994).  


A counterintelligence program run by the Federal Bureau of Investigation (FBI), code named “Cointelpro,” stunned members of the Senate investigating panel (the Church Committee, led by Frank Church, D-Idaho).  Bureau documents revealed that FBI agents had conducted smear campaigns against individuals across the country from 1956-71, simply because they had expressed opposition to the war in Vietnam or criticized the slow pace of the civil rights movement.  The attacks were aimed at people in all walks of life and various political persuasions, an expansive hatred that embraced black leaders, white supremacists, and war dissenters alike.  The Klan, the women’s liberation movement, socialists, the New Left, anti-war and civil rights activists—all became enemies of the Republic whom the FBI set out to destroy.
The effects of this catalog of improprieties were profound.  From 1975 on, America’s support for a muscular, unbound intelligence capability would have to compete with another value that had long invested the rest of the government, namely, liberty—the safeguarding of the American people against the power of their own government, not just foreign governments.  The nation’s leaders began an unprecedented experiment in trying to balance security and liberty with respect to the secret agencies.  The Ford Administration conducted its own investigation of intelligence (the Rockefeller Commission), established an Intelligence Oversight Board in the White House, and prohibited assassination plots.  In 1976, senators created a Senate Select Committee on Intelligence (SSCI) and, a year later, the other chamber followed suit with a House Permanent Select Committee on Intelligence (HPSCI).  The scope of intelligence oversight continued to expand.  In 1978, lawmakers brought the judicial branch more directly into the realm of intelligence oversight, by establishing a Foreign Intelligence Surveillance Act (FISA) Court to review national security wiretap requests from the executive branch; and, in 1980, Congress passed a major intelligence oversight law to tighten supervision over the secret agencies. 


The Era of Trust had relied on an attitude of benign neglect by overseers, a “don’t ask, don’t tell” approach shattered by the investigative findings of the Church Committee and the Rockefeller Commission.  Beginning with implementation of the Hughes-Ryan Act and carrying on until the Iran-contra expose in 1987, lawmakers, presidents, and DCIs attempted during the Era of Uneasy Partnership to fashion a workable relationship between democratic openness and effective spying, between liberty and security.  


Each step of the way was riven by debate, intense negotiations, and sometimes bitter quarreling.  The creation of SSCI and HPSCI had to overcome strong opposition from the intelligence community, the Armed Services Committees, and many members of Congress.  Then the new Intelligence Committees on Capitol Hill were forced to fight for the fulsome reporting on covert actions anticipated by the Hughes-Ryan Act (Johnson 1996, 89-94).  An attempt by legislative reformers to pass a 276-page omnibus intelligence charter was rebuffed, leading instead to a three-page Intelligence Oversight Act of 1980.  The longest serving DCI during this era, William J. Casey of the Reagan Administration, displayed a negative view of legislative oversight, informing an interviewer that the “job of Congress was to stay the f---     out of his way” (Johnson 1986b).  He even managed to alienate Senator Barry Goldwater (R- Arizona), the chair of SSCI and (ironically) an arch-critic of oversight—until misled by Casey over inadequately reported CIA operations in Nicaragua.  


Yet, in spite of setbacks in the efforts to enhance oversight, lawmakers managed to establish the precedent of a serious, ongoing review of intelligence programs and budgets within the confines of SSCI, HPSCI, and the Appropriations subcommittees dealing with intelligence. (The Judiciary Committees successfully demanded continuing jurisdiction over the FBI, and the Armed Services Committees kept a choke hold on matters of tactical military intelligence.)  Congressional staff experts poured over budgets, organized hearings, and, less formally, met with intelligence officers in a continual exploration of their operation.  With various degrees of enthusiasm, members asked questions at hearings, visited the secret agencies, and traveled abroad to review operations in the field.  As Treverton has observed (1990), the intelligence agencies had become a part of the regular government and faced a full panoply of oversight procedures.  


Even the brief Oversight Act of 1980 contained significant language that required more robust reporting to SSCI and HPSCI than Hughes-Ryan had.  The preamble to the 1980 law, though, reflected a negotiated compromise between the branches that seemed to allow the president the opportunity to ignore the statute’s provisions if they interfered with his “constitutional duties” (Johnson 1985).  Moreover, before Casey, DCI Admiral Stansfield Turner of the Carter Administration and, after Casey, DCIs William H. Webster of the Reagan Administration and Robert M. Gates of the first Bush Administration enjoyed reasonably good relations on Capitol Hill.  Unlike Casey, they agreed with the notion of accountability and a legislative-executive intelligence partnership.      



Beyond Casey’s irascible personality, the major irritant to a working partnership during the 1980s was partisan disagreement regarding the threat posed by a Marxist regime in Nicaragua, and whether extreme covert actions ought to be used to dislodge the regime.  Hitherto, almost all SSCI and HPSCI decisions had been bipartisan.  Nicaragua, in a foreshadowing of what would become more common behavior, split this union sharply along party lines in both Committees.  

Era of Distrust.  With the Democrats in majority in both chambers and determined to curb covert action in Nicaragua (through the Boland Amendments, named after the HPSCI chair and sponsor, Edward P. Boland, D-Massachusetts), the Reagan Administration turned to extra-congressional means for achieving its regime-change objectives.  Staffers on the National Security Council (NSC) created a secret organization, called “The Enterprise,” to conduct privately financed covert actions outside the framework of the intelligence community.  


In face-to-face meetings with SSCI and HPSCI leaders, the NSC staff architects of The Enterprise denied its rumored existence.  In 1986, however, disclosure in a Middle East newspaper of this defiant attempt to bypass the Boland Amendments, not to mention the 1980 Intelligence Oversight Act reporting requirements, ushered in the Iran-contra affair (so-named because funding for the anti-Marxist contras in Nicaragua, supported by the Reagan Administration, came partly from secret CIA weapons sales to Iran).  Reeling from this rupture of trust that good faith negotiators in Congress had been trying to develop since 1975 with the Ford and Carter Administrations, oversight descended into the acrimony of public investigative hearings and proposals for new laws to tighten accountability.  Interbranch relations slid backward.

Era of Partisan Advocacy.  In the aftermath of the scandal, DCIs Webster, then Gates, attempted to heal the breach and made good progress.  Indeed, according to one study, Webster “set a new standard in comity between the branches of government . . . intelligence oversight had reached its full flowering” (Ott 2003, 81).  But the United States was about to enter a time of political warfare as prominent lawmakers, like Newt Gingrich (R-Georgia), introduced a new level of discord into party relations on Capitol Hill.  In 1995, the GOP achieved its goal of a House majority (and soon a Senate majority), elevating the firebrand Gingrich into the Speakership.  “What is distinctive in the period after the Republican takeover in 1995,” writes Aberbach (2002, 20), “is the level of oversight hostile not only to the intent and behavior of political appointees, but to the missions of many federal programs and agencies.”   


Once largely immune to the tides of chamber politics (Nicaragua excepted), the two Intelligence Committees proved vulnerable to this rising storm as members drifted to their separate party camps, casting votes and often verbal stones against one another.  Knott (2000, 57) attributes the polarization, in part, to Republican wariness of President Bill Clinton’s foreign policy initiatives and “simple partisan payback for years of perceived Democratic hectoring of Republican presidents.”  The Gates nomination was an important turning point, as the GOP rallied behind President George H.W. Bush’s choice “as a matter of political loyalty and obligation” (Ott 2003, 82-83).  Although SSCI Democratic chair David Boren (D-Oklahoma) strongly backed Gates, too, the hearings and the final vote were significantly influenced by partisan politics.  Another DCI confirmation hearing in 1997 to consider Anthony Lake’s candidacy became a partisan donnybrook, with Lake finally withdrawing his name from consideration.  The hearings, characterized as “vitriolic” by a former SSCI staffer (Ott 2003, 87), were no doubt the most heated public exchanges among members in the Committee’s history.       


An additional dimension of oversight behavior emerged during this period.  With an occasional exception, like SSCI chair Richard C. Shelby (R, Alabama) in his latter years on SSCI, GOP members of the Intelligence Committees became less gimlet-eyed reviewers of intelligence programs than outright advocates.  The dominant Republican leader on HPSCI during this era, Porter Goss of Florida (a former CIA officer), has been labeled an “unrelenting cheerleader” for the intelligence agencies (Baker 2002, 13).  While Goss is certainly more an advocate than adversary of intelligence, this description fails to capture the complexity of his tenure.  He aggressively criticized the Clinton Administration’s neglect of intelligence.  “‘We don’t care about national security,’ said the Clinton people,” maintained Goss on a television talk show (Goss 2001).  He was one of the more energetic and engaged members of the Aspin-Brown Commission on Intelligence in 1995-96.  Moreover, he has taken a firm stance in favor of improving the management of the intelligence community, especially by strengthening the authority of the DCI.  And, under his tenure, HPSCI reports have often been hard-hitting.  He is as well the only HPSCI leader to have an office in the panel’s suite near the Capitol Dome, spending more time on the premises than any previous chair.  It is true, though, that he is much more supportive of intelligence programs than HPSCI Democrats.

Era of Congressional Acquiescence.  In the midst of the partisan squabbling that plagued the Intelligence Committees, terrorists struck the United States on September 11, 2001.  Now the Committees faced a much more serious matter than party differences: clearly, the intelligence agencies had failed to protect the nation and, by implication, so had congressional oversight.  The members of the two Committees formed into a special Joint Committee to investigate the intelligence failure, holding extensive hearings in 2002.  Much of the time during its inquiry the Committee was on the defensive, experiencing first a brouhaha over decisions made by its first staff director, followed by accusations of leaks.  Members allowed an investigation and polygraphing of the Committee by the FBI, one of the agencies it was supposed to be investigating.  The Joint Committee managed to highlight significant mistakes made by the agencies, especially the lack of communications between the CIA and the FBI, but ran out of time after a slow start and called for the establishment of a commission to carry on and widen its work.


In the aftermath of 9/11, a new attitude seemed to dominate SSCI and HPSCI.  Although some members of the Joint Committee chided the secret agencies for their mistakes preceding 9/11, for the most part the panel appeared reluctant to move aggressively toward major reforms. Oversight on SSCI and HPSCI came to mean rallying behind the intelligence community in its war against terrorism—a laudable enough goal but only part of an overseer’s responsibilities.  According to one observer, the relationship between the oversight committees and the intelligence community had “degenerated into a mutual admiration society for secret agencies” (Gertz 2002, 113).

Police-patrolling and Fire Fighting.  With respect to the policeman and a fireman approaches to oversight, the norm from 1975-2003 has been policing (with various degrees of enthusiasm).  This is true in part because this secret world has few interest groups and is sufficiently veiled to make media reporting on its activities difficult; therefore, the external “fire alarm” stimuli have been infrequent.  This period of New Oversight began, though, with a fire alarm set off by the New York Times, leading to the most extensive investigation ever conducted into U.S. intelligence (the Church Committee).  Moreover, three other alarms went off: the Iran-contra affair, based on another (foreign) newspaper expose; an intelligence failure in Somalia (1993), coupled with concern about the discovery of a Russian mole inside the CIA (Aldrich H. Ames in 1994), which led to the Aspin-Brown Commission inquiry; and, finally, the 9/11 attacks and creation of the Joint Committee.  These reactive inquiries sum to roughly three years worth of intense investigating by overseers qua fireman, in contrast to the twenty-eight years of reliance on individually motivated members (however few) of SSCI and HPSCI engaged in policing.  


The incidents of fire fighting were forced on the congressional oversight Committees by extensive media coverage of events embarrassing to the intelligence agencies; the policing was more a reflection of leadership by Committee chairs and, occasionally, the presence of more junior members who felt strongly about maintaining accountability.  On the Senate side, the Committee chairs who have displayed strong oversight leadership, whether as advocates or critics, include Daniel K. Inouye (D-Hawaii), David Durenberger (R-Minnesota), David L. Boren (D-Oklahoma), Richard C. Shelby (R-Alabama), and Bob Graham (D-Florida)—five out of the total of nine (though Goldwater edged toward inclusion on the activist list after being sandbagged by Casey).  On the House side, the activist chairs have included Edward Boland, Lee H. Hamilton (D-Indiana), Larry Combest (R-Texas), and Porter Goss (R-Florida)—four out of eight.  According to one recent appraisal, “The SSCI has provided the more adversarial and investigative approach to oversight” (McCarthy 2002, 45).  This conclusion finds support in an empirical study of questioning during public hearings held by SSCI and HPSCI (Johnson 1994).


Shelby’s oversight performance, though strong in recent years, was uneven.  In his early SSCI days, “he didn’t do much,” recalls a senior staffer (Johnson 2002a).  After he was snubbed by the DCI George J. Tenet (who failed to invite him to the christening when the CIA’s Headquarters Building took on the name, “George H. W. Bush Center for Intelligence”), he turned to oversight with a vengeance.  Graham and Goss displayed changing attitudes toward oversight as well, with Graham becoming more adversarial after his troubles on the Joint Committee in 2002 and Goss shifting from critic to advocate as the Clinton Administration departed stage-left and the second Bush Administration entered stage-right.  Boland, too, became a strong overseer only after, like Goldwater, bumping heads with Casey on Nicaragua; his devotion to oversight then far outstripped Goldwater’s modest conversion.  During Boland’s early tenure as HPSCI head, he often tried to stifle aggressive oversight, until pushed to act by upstart junior members Les Aspin (D-Wisconsin) and Roman Mazzoli (D-Kentucky), who seemed to take accountability as seriously as a knight’s medieval oath (Johnson 1996).  



The Aspins and Mazzolis of the world are rare, though, and usually if a committee chair is pliant and content to be merely an advocate, so is the rest of the committee.  Particularly sobering about the list of activists is the fact that Iran-contra occurred even though two dedicated overseers, Boren and Hamilton, were at the helms of SSCI and HPSCI, respectively.  Their willingness to believe the initial reassurances of conspirators on the NSC staff that there was no Iran-contra operation underway has taught subsequent attentive overseers an important lesson: put suspects under oath—and even then, double check rumors about their alleged improprieties.

Prominent Issues of Oversight Since the 9/11 Attacks

Beyond responding to such external stimuli as domestic spying and covert action scandals, moles, and terrorist attacks, what have been the issues that have—or should have— preoccupied the two Intelligence Committees?  Ongoing controversies are plentiful, among them flaws in the mission of collection-and-analysis, the uses of covert action and counterintelligence, how best to organize and manage intelligence, and how to protect civil liberties.  An essential oversight responsibility, too, is to assist the intelligence community in the establishment of priorities from among the many possible ways to spend the intelligence dollar.  


The Intelligence Cycle.  With respect to the collection-and-analysis mission, intelligence professionals think of a cycle with five stages: planning and direction, collection, processing, analysis, and dissemination.

Planning and Direction.  In the first stage of the cycle, policymakers and intelligence managers must decide how to allocate resources (about $35 billion per year) toward targets considered dangerous to the United States, an exercise known as a threat assessment.  On September 11, 2001, Al Qaeda leapt to the top of the threat list.  But what other perils should attract intelligence resources?  How much of the annual intelligence budget should be spent on the gathering of information about Al Qaeda, as opposed, say, to Iran and North Korea, the warlords in Afghanistan, or such topics as leadership succession in China, Japanese economic strategies, organized crime in Russia, Columbian drug trafficking, and ethnic strife in Africa?

Collection.  Pointing to his choice as the major problem facing intelligence today, intelligence scholar Angelo Codevilla declares: “The CIA has not been gathering enough quality data” (Goldberg 2003, 45).  Overseers must evaluate the proper mix of spending on technical versus human intelligence.  “We simply didn’t understand . . . the need for human intelligence . . . . we simply did not provide the resources,” Senator Mike DeWine (R-Ohio) conceded in public hearings after 9/11 (U.S. Congress 2002).  How much “humint” is enough?  How well are the agencies recruiting case officers and translators with skills in the languages and cultures of the Middle East and South Asia?  How effectively are they keeping up with the rush forward of communications technologies used by adversaries of the United States, such as the exponential growth in telephone lines over the past six years?  


The HPSCI staff director (Sheeley 2002) views the study of “overhead architecture,” that is, the proper constellation of U.S. satellites in space, as the most important oversight question facing Congress.  He asks: “How many satellites are necessary?  How big or small should they be?  How much money should be spent?”  His second highest priority is equipping the National Security Agency (NSA) to monitor the new forms of communications used around the world by adversaries. 

Processing.  Extraneous information (“noise”) gathered by intelligence agencies is always greater in volume than valuable information, a central problem of intelligence.  Processing is the effort to sift through the flood tide of information coming into the United States from worldwide collectors (satellites, reconnaissance aircraft, spies) in search of fruitful findings.  The “raw” intelligence, say, a Farsi telephone interception, must be readied for examination by expert analysts (in this example, translated).   The job of processing can be an overwhelming: the incoming information is like a fire hose held to the mouth.  


Skill at data-mining is vital, and continues to lag behind the private sector.  Hunting rather than gathering is the goal.  Most of the data—upwards of 90 percent in the case of satellite photographs, for instance—remain unexamined, because of the limits of time and trained staff (Millis 1994).  Key messages may not be handled with dispatch, as in the case of the Arabic telephone intercept of September 10, 2001, that said “Tomorrow is zero hour”— translated too late, on September 12th.  Kessler claims (2002, 447) that for some eight years, under Director Louis Freer’s tenure, the FBI drifted with respect to information technology.  If so, where were the legislative overseers to halt this drift?

Analysis.  “The biggest failure of the Senate Intelligence Committee in recent years,” according to a senior staffer, “has been its lack of focus on the quality of intelligence analysis” (Johnson 2003a).  Providing timely, accurate, objective insights into the data that flow back to the United States is the essential duty of intelligence agencies, as performed by their analysts.  By combing through the evidence, if analysts could have warned that in September 2001 Al Qaeda operatives would attempt to fly hijacked airlines into the World Trade Center and government buildings in Washington, measures could have been carried out to thwart the attacks; instead, over 3,000 Americans lost their lives.  Again, the intelligence community needs more experts with knowledge of neglected regions like South Asia.  Intelligence will remain ambiguous in most instances, but intelligence officers and overseers must nonetheless push harder toward the goal of greater—and more timely—specificity.  

Dissemination.  Despite enormous expenditures on intelligence, policymakers often ignore the product delivered to them by the secret agencies.  As early as 1996, for instance, the CIA’s Counterterrorism Center warned that America could soon be the victim of “aerial terrorism,” with terrorists piloting aircraft with explosives into skyscrapers (Johnson 2002b).  Twelve reports to this effect were sent by the CIA through the higher echelons of the government between 1995-2002, including SSCI and HPSCI overseers (Tenet 2002).  Yet, neither the White House nor any other entity took action to increase airport security.  In this sense, the attacks of 9/11 were as much a policy failure as an intelligence failure—and, on both accounts, failures of legislative overseers, who should have prodded the government to respond to these classified warnings.   


The most important criticism of intelligence to emerge from the hearings of the Joint Intelligence Committee was the lack of cooperation among the secret agencies, the problem of information sharing (the shortcoming that drove President Harry S. Truman to create a modern intelligence community in the first place).  Well before the events of 9/11, virtually every scholarly study of American intelligence called for greater “all-source fusion” of information and better “jointness” among the secret agencies (e.g., Johnson 2000).  Yet, these agencies have changed little from the damning description of them as a “tribal federation,” made by a deputy director of the CIA some thirty years ago (Marchetti and Marks 1974, 96).  As one commentary on jointness, in 1999 and 2000 the DCI and the Secretary of Defense never met a single time!  


An important concern for overseers, too, is the question of intelligence politicization: “cooking” information to suit the political needs and ideological inclinations of policymakers.  The Church Committee recorded instances of politicization (U.S. Senate 1975) and, from time to time, new charges arise (e.g., Ransom 1987; Powers 2002).  In 2002, the Department of Defense officials complained that CIA intelligence on Iraq failed to match their expectations and threatened to establish a new intelligence unit of their own, perhaps to produce information that better reinforced their plans to invade Iraq (Goldberg 2003, 46).  In 2003, a CIA estimate that rejected the White House hypothesis of ties between Al Qaeda and the Iraqi regime was first withheld, then quickly buried by the Administration (Lashmar and Whitaker 2003, A1).  According to reporter Seymour Hersh (2003), “The Bush Administration at the highest levels is a cocoon, resistant to information on North Korea—until it became a crisis [in 2003].”  Have legislative overseers examined these apparent efforts to politicize intelligence?  If so, their views remained out of sight from the public, which relies on representatives to keep them informed. 


Speaking truth to power is notoriously difficult; those in high office often refuse to listen.  The classic case is President Lyndon B. Johnson’s shunting aside of the CIA’s warnings about the bleak chances for U.S. military success in Vietnam—short of the catastrophic escalation of the war with nuclear weapons, which likely would have brought on World War Three.  Even when policymakers are willing to remove ideological and political blinkers, intelligence officers face an additional dissemination problem: those in power are frequently too busy to read intelligence reports.  HSPCI and SSCI must spend time working on ways to heighten the appreciation of policy officials for intelligence products, holding hearings on the subject, even checking up on officeholders periodically to see if they are carrying out their intelligence reading responsibilities (or politicizing what they receive).  What good is it for overseers to labor hard toward improving intelligence if its work is ignored or distorted by policy officials?  


Covert Action.  Each of the major oversight laws—Hughes-Ryan, the 1980 Oversight Act, the 1991 Oversight Act—focused on how best to supervise covert actions.  And the most contentious legislation to confront members of the congressional oversight committees—the Boland Amendments—also dealt with covert action (in Nicaragua).   Among the most embarrassing moments for overseers and for the intelligence agencies came about as a result of the Iran-contra scandal, an instance of covert action run amuck (Kaiser 1994; Currie 1998).  


No wonder covert action has been a hot potato for overseers and intelligence officers alike.  This mission can involve coups d’etat and assassination plots, the mining of harbors with explosives, and bribes to foreign politicians (Johnson 1992; Treverton 1987), not to mention fiascos like the Bay of Pigs.  Prolonged legislative battles have been waged over when the executive branch should report to Congress on its covert action proposals.  The formula in the Hughes-Ryan Act of 1974, bold at the time, was “in a timely manner.”  The Oversight Act of 1980 required prior notice, except in emergencies (when the president would still have to inform eight leaders of Congress—“the gang of eight”).  Following two years of haggling, President George Bush finally forced lawmakers to back away from the stringent “prior notice” standard.  The President promised to report in advance in most instances, but insisted on more flexibility.  Contentious, too, has been the detail of reporting, which has come to depend on how sternly and insistently individual lawmakers demand details when the DCI presents the required briefing on a presidential approval (“finding”) for a covert action.    


With the war against Al Qaeda and the Taliban regime in Afghanistan in the wake of the 9/11 attacks, covert action came out of its slumber since the end of the Cold War and assumed a major role again in American foreign policy, as it had last during another war in Afghanistan when the CIA aided indigenous mujahideen warriors drive out a Soviet invading force during the 1980s.  The combination of U.S. Special Forces and bombing, along with CIA drones and paramilitary (PM) operatives, proved too much for Qaeda members and Taliban soldiers, as they dispersed like ghosts into the wild reaches of mountainous terrain in Afghanistan and surrounding nations.  Noting the effectiveness of CIA/PM operatives, the Department of Defense has reportedly grown enamored of developing its own covert action capabilities (Tyler 2002, E3; CNN.com 2002).  If so, this ought to be a major concern for legislative overseers since, in the past, covert action has been the special preserve of the CIA.  Bringing the Pentagon behemoth into the picture will significantly complicate the supervision of this form of intelligence activity.  


The newest wrinkle in covert action is the CIA UAV called the Predator, a drone initially used for spying but then adapted during the latest war in Afghanistan with Hellfire missiles capable of killing an adversary after the UAV’s cameras spot him.  The murder of suspected individual terrorists became a part of America’s approach to counterterrorism—an “extraordinary change of threshold,” according to a former intelligence operative (Priest 2002b, A1).  In 2003, a Hellfire missile fired from a Predator hovering at 10,000 feet over the deserts of Yemen hit a vehicle thought to have Qaeda passengers, including six men, one of whom (it turned out) was an American citizen.  All met a fiery death, raising profound oversight questions about the use of drones and Hellfires as an instrument of assassination beyond the original Afghan battlefield.  “Who sees that evidence [demonstrating warlike intentions against the United States by a Predator victim] before any action is taken?” asks Yale University law professor Harold Hongju Koh (Risen and Johnston 2002, 1A).  
As with so many other aspects of intelligence, the 9/11 attacks reprised a topic that had been at the center of the Church Committee investigation: should the United States resort to assassinations.  Senator Frank Church argued no, except in the most dire circumstances (Church 1976; 1983).  Agreeing, President Gerald R. Ford signed an executive order to block assassination plots, with a waiver in time of war (which leaves the door open against terrorists, since Congress essentially declared war against them soon after the 9/11 attacks).  A rising chorus of television pundits now argues, however, for recission of the executive order altogether in this time of danger—yet another vital issue on the crowded agenda for congressional overseers.  


Counterintelligence.   Counterterrorism, a subsidiary of counterintelligence (the thwarting of enemy attacks and penetrations), is currently Priority No. 1 for U.S. intelligence officers and overseers.  Counterintelligence officers have other responsibilities as well, though, as suggested by this unholy trinity: Walker, Ames, Hanssen.  How did these traitors slip through America’s security defenses?  Were legislative overseers vigilant enough in stressing the importance of the counterintelligence mission?  With the current emphasis on jointness and computer interconnectivity, intelligence compartmentation will be on the decline in order to improve the sharing of information across agency barriers.  This will increase the danger of a major counterintelligence failure: an Ames with access to information across all agencies.  Adding to the challenge will be the recruitment of non-traditional intelligence officers into the ranks of the secret agencies.  Americans of Middle Eastern and South Asian heritage, for example, are doubtless loyal to the United States for the most part, but among them may hide a Qaeda sleeper.  


For a wide span of time between 1975-1995, counterintelligence did not receive the attention it warranted from intelligence managers and overseers.  The country can ill afford a comparable laxity now as it begins to lower its traditional compartmentation of intelligence secrets in the quest for all-source fusion.


Organization and Management.  The organizational structure of the U.S. intelligence community is a morass.  It remains too fragmented (“stovepiped”), with excessively overlapping and ambiguous jurisdictions.  The DCI is a weak leader, lacking final budgetary and personnel authority over the agencies that are supposed to be his responsibility.  In addition, the management of satellite imagery remains in a muddle, with tangled lines of authority and responsibility among the NSA, the National Reconnaissance Office (NRO), and the new National Imagery and Mapping Agency (NIMA).  Furthermore, new structures that have arisen in the aftermath of 9/11, such as the Department of Homeland Defense and the Terrorist Threat Integration Center, suggesting even more fragmentation and ambiguity over mission and authority.  Congressional overseers have much work to do in bringing greater cohesion to the  community, not least: intelligence sharing between the FBI and the CIA.    


The intelligence jurisdictional lines on Capitol Hill itself are a jumble, too, with accountability spread over too many committees: Appropriations, Armed Services, Judiciary, and now Homeland Security, in addition to the two Intelligence Committees.  “Oversight has become too complicated,” deplores NIMA Director, Lt. Gen. (ret.) James R. Clapper, Jr. (2003).  “There are too many jurisdictions, too much paperwork.”  Clapper notes that the new Department of Homeland Security presently has to answer to forty-four congressional committees. The whole intelligence wiring diagram cries out for reform and consolidation, both within and among the agencies and on Capitol Hill.  Will overseers confront this Gordian knot? 


Civil Liberties.  Above all, overseers have an obligation to guard the precious civil liberties of U.S. citizens.  The destruction of terrorism would be a Pyrrhic victory if, in the process, what matters most about American society was destroyed, too.  Too often in the past, government paranoia has led to the trampling of basic rights, as with the Cointelpro horrors uncovered by the Church Committee.  In the wake of the 9/11 attacks, the nation again faces not only the danger of future terrorist attacks, perhaps with even more lethal weapons, but also the erosion of the Constitution.  
The signs of constitutional risk are abundant enough: a suspect Information Awareness Office in the Defense Department with the self-professed goal of “total information awareness,” led by former Iran-contra conspirator John M. Poindexter; reports that the CIA will place agents in nearly all of the FBI’s 56 counterterrorism offices in U.S. cities (Priest 2002a, A1); resistance from the Justice Department toward congressional requests to review the use of new anti-terrorism powers, like the U.S.A. Patriot Act, passed in such haste that many lawmakers had not even read it before casting their votes in favor (Cohen 2002, A15; Tepker 2002, 13); a distinguished visiting scholar from South Asia swooped off the streets of Washington, D.C., on his way to a seminar at the Brookings Institution (Lardner 2003, A1); the arrest and indefinite detention of Americans without trial and without access to a legal counsel (Lewis 2003, A21; Ignatieff 2003, 24).  Here is a rich oversight agenda in itself.   

Chief Obstacles to Contemporary Intelligence Oversight

It is one thing to have a serious oversight agenda; it is quite another to be successful in carrying it out.  Several obstacles stand in the way.


Member Motivation.  Nothing is more important to effective oversight than the will of individual lawmakers to engage in the meaningful examination of intelligence programs.  “Determination is the key.  Members have to be willing to break arms and legs,” states a staffer with three decades of experience on the Hill (Johnson 2003b).  “Not too many are willing,” he adds.  A former special assistant to DCI Casey urges overseers on the 2003 Kean Commission, which includes several former lawmakers, to pursue their responsibilities with utmost seriousness, in a “helicopter-raids-at-dawn, break-down-the-doors, kick-their-rear-ends sort of operation” (Meyer 2003, although this is not exactly the approach he or his former boss embraced in the 1980s). 


While such exhortations make an important point, one would almost settle just for serious attendance at oversight hearings.  For the period from 1975-90, a study on the quality of intelligence oversight in public hearings found that although members will show up (along with the network television crews) for “firefighting” sessions dealing with scandals, attendance at hearings of a more routine, police-patrolling nature is spotty—approximately one-third of the total membership, on average, during these years.  Citing Woodrow Wilson’s adage that “Congress in committee-rooms is Congress at work,” the study concluded that “a good many legislators failed to show up for work” (Johnson 1994, 56).  The current HPSCI minority staff director claims, though, that 70 percent of the lawmakers on that panel (the Goss Committee) have been attending hearings in recent years (Sample 2003). 


Among those who did show up in the 1975-90 study, the quality of the questioning of CIA witnesses varied greatly.  Senator Goldwater turned the questioning away from intelligence and back toward the imperfections of Congress, decrying that “this place has more leaks than the men’s room at Anheuser-Busch.”  Other members engaged in thorough probing and even harsh criticism of Agency operations.  Usually congressional questioning has been more toward the advocacy side of the ledger, except when scandals are the focus; then a majority of members escalate to “hardball” interrogations.  


Former HPSCI member Tim Roemer (D, Indiana) frets about the level of commitment to oversight in Congress.  “We’ve gotten away from the Church Committee emphasis on oversight,” he suggests (2003).  “There aren’t even oversight subcommittees on HPSCI or SSCI anymore.”  Adopting one helpful measure to give HPSCI more energy and focus, House Democrats decided in 1992 to bring several young members onto that panel, since older members had too many other committee assignments that distracted from intelligence oversight.   


Even DCIs have been critical of congressional oversight flaccidity.  “Congress is informed to the degree that Congress wants to be informed,” testified former DCI William E. Colby, noting that several overseers express little interest in being briefed (U.S. House 1983, 29).  Recalled another DCI, Adm. Stansfield Turner: “I believe the committees of Congress could have been more rigorous with me [during the Carter Administration]. . . it would be more helpful if you are probing and rigorous” (U.S. House 1987, 66).  Were he alive, no doubt Casey would disagree—with scatological emphasis.  Several lawmakers also have quite a different view from Colby and Turner, preferring the role of advocate over adversary.  For them, the president and the DCI know best in this sensitive domain; better to follow than to second-guess and perhaps harm America’s efforts against terrorism and other threats. 


Executive Branch Cooperation.  Vital, too, is the cooperation of the White House, the Justice Department, and the intelligence agencies in working with Congress.  Lawmakers only know about intelligence activities to the extent that the president and the DCI allow them to know (Jackson 1990, 115; Snider 1997).  As Currie puts it, oversight works “only if there is honesty and completeness in what the members of the intelligence community tell their congressional overseers” (1998, 203).  Or as a former HPSCI staff director has emphasized: a “spirit of comity” between the branches is essential (Latimer 1979, 48).  Yet this sine qua non is often missing.  The Church Committee ran into one roadblock after another erected by the Ford Administration to slow the panel’s progress.  At one point, a Defense Department truck dumped enough documents at the Committee’s doorstep in the Dirksen Office Building to keep it busy for weeks, without a single useful paper in the whole lot.  


More recently, the Joint Committee complained in 2002 about stonewalling by the second Bush Administration.  During that probe, DCI Tenet tried to put the Committee on the defensive with aggressive responses in public hearings to questions about 9/11.  Allotted ten minutes to speak, he went on in a “somewhat defiant tone” (Guggenheim 2002, A1) for fifty minutes, despite co-chair Bob Graham’s request that he abbreviate his remarks.  Tenet also refused to declassify information that the Committee asked to make public, and withdrew at the last minute intelligence witnesses the Committee had called to testify.  “Witnesses are requested, refused, requested again, granted, and then—at the last minute—refused again,” groused a Committee member on the Senate floor (Shelby 2002).  


When word leaked that the staff had cautioned members about the elusiveness of a scheduled CIA witness, Tenet blasted the Committee for prejudging the veracity of CIA officers.  The staff, though, could hardly be blamed for reminding members that in past inquiries, CIA witnesses had not always been forthcoming; indeed, some had lied to Congress, even under oath during the Iran-contra investigation (U.S. Senate 1987, 121-28).   Moreover, officers from the CIA had “flat lied” to SSCI in 1995-96, according to a senior staffer, when it attempted to investigate the Agency’s ties with a controversial military officer in Guatemala (Johnson 2003).  


With growing distaste for Tenet’s belligerent posture before the Joint Committee, co-chair Bob Graham “toughened his stance toward the intelligence agencies when the Administration began to stonewall,” recalls an aide on the panel (Johnson 2002a).  When the DCI refused to provide SSCI with CIA documents on Iraq and then failed to appear at a closed hearing, Graham accused the CIA of “obstructionism” and said that its behavior was “unacceptable” (Lewis 2002, A12).  A former Hill staffer, who follows intelligence closely, concluded that the CIA had “stuck its fingers in the eye of the oversight committee, which— under Graham—was waking up very late to the fact that it is being rolled” (Johnson 2002c).  Though Graham and Shelby seemed agitated, most overseers adopted a more benign view of the intelligence community and preferred to concentration on the terrorist threat.


Open lines of communication between overseers and the DCI, who is the president’s primary liaison to the Congress on intelligence matters (Lelyveld 1985, 20), is of utmost importance for effective accountability.  Tenet tends to ignore the rank-and-file membership, preferring to discuss issues one-on-one with the Intelligence Committee chairs and ranking minority members.  Sometimes in the past this approach has been used as a ploy by DCIs to honor “oversight” more in the breach than in the observance, whispering into the ear of the chair, then counting on him or her to support the intelligence community if an operation crash lands and the rank-and-file want to know why they were never informed before the take-off.  


At least the rank-and-file have access to liaison officers from the separate agencies.  Often these individuals are personable and knowledgeable, and they can build strong bridges of trust between the community and its overseers.  Lately, however, the turnover rate of liaison officers has been excessively high (with the exception of NSA, the U.S. Army, and the Defense Intelligence Agency), undermining rapport between the Hill and the secret agencies.


Any discussion of executive branch cooperation leads to the issue of secrecy.  As Hamilton has stated (U.S. House 2001) , “. . . . the great task is to strike a balance between the need to ensure accountability and the intelligence community’s need to gather and protect information.  It’s the balance between oversight and secrecy.”  In democracies, the presumption is that openness leads to better decision-making and a more informed electorate.  Yet the second Bush Administration has shifted the balance far toward the secrecy side.  In 2001, the number of classification actions increased by 44 percent over the previous year, to a record 33,020,887 instances (Information Security Oversight Office 2002).  Throughout 2002, the Justice Department routinely snubbed queries from the Senate Judiciary Committee (Eggen 2002, A4); and the Senate Armed Services Committee, led by a usually reliable Administration supporter, John Warner (R-Virginia) grumbled about being left “out of the loop” on important defense and national security issues.  “I will not tolerate a continuation of what’s been going on the last two years,” declared Warner (Novak 2003).  A Times reporter further observed (Clymer 2003, A1) that “exhibiting a penchant for secrecy that has been striking,” Attorney General John Ashcroft issued a directive in 2003 that encouraged federal agencies to reject requests for documents under the Freedom of Information Act.  


One canard about protecting secrets can be dismissed quickly: the Goldwater jibe about congressional leaks.  Every study and every DCI has been laudatory of the HPSCI and SSCI record on keeping secrets.  The only significant exception occurred in 1995, when HPSCI member Robert Torricelli (D-New Jersey) disclosed information related to CIA activities in Guatemala that should not have been released by an individual representative.  This record is remarkable for over twenty-five years of oversight on Capitol Hill.  The fact is that almost all leaks come from the executive branch.  Moreover, every study on secrecy has concluded that far too much information is unnecessarily classified, another realm of intelligence policy that lawmakers have failed to address adequately.


Related to secrecy is this question: to what extent intelligence overseers can inform the public of their activities?  Just as executive classification of documents has shot up during the second Bush Administration, so have public hearings on intelligence on Capitol Hill declined.  The emphasis in the government is more on secrecy than ever before.  “Too many people in the world today know how we go about our business,” agrees Timothy R. Sample (2002), the HPSCI staff director, which suggests that even congressional overseers wish to close down the already limited public access to information about how $35 billion of the taxpayer’s money is being spent on intelligence activities. 


Reporting Requirements.  Related to secrecy is the issue of what the intelligence agencies should tell the Congress and when.  Lawmakers now have, in theory at least, access to all information that the secret agencies provide to the executive branch, with the exception of the President’s Daily Brief.  In reality, Congress frequently has to throw a fit before the agencies are responsive, although the degree of access accorded SSCI and HPSCI far outshines what overseers received prior to 1975.  Further, Trent Lott (D-Mississippi) reports that he has better access to CIA reports as a member of SSCI than he did as the Senate majority leader (Lott 2003).  
As a means for guaranteeing a more systematic flow of information to overseers about intelligence operations, Congress has established formal reporting requirements—some in statutory form, others written or oral agreements between SSCI and HPSCI leaders and the DCI.  Lawmakers and others cleave into two camps on this subject.  Some believe that reporting requirements, such as the prior-notice stipulation for covert actions (except in times of emergency), are indispensable points of leverage for keeping Congress up-to-date.  Others balk at what they see as excessive involvement in the fine workings of intelligence by lawmakers— “micro-management,” in the favorite slight used by critics of any form of oversight they oppose, often all forms—leading to an unwarranted surcharge on the time of intelligence officials who could otherwise be dealing with terrorism and other threats.  
For proponents of robust accountability, though, reporting requirements are a must for keeping the oversight committees informed.  Otherwise, intelligence managers might brief lawmakers merely when they are so inclined, or when forced to by scandal.  Better to have important operations automatically brought to the attention of overseers, who might not otherwise know about them.  Obviously, reporting requirements ought not be excessive in number and should focus on important activities.  Eighty-seven reports due on May 1, 2002, to HPSCI from the intelligence community does seem too many; but, at the same time, a 92 percent delinquency rate in providing those reports does not reflect well on the community’s efforts to communicate well with congressional overseers (Pincus 2002, A1).  


The purpose of oversight is not to stifle the vital work of the intelligence agencies, but rather to preserve civil liberties, maintain budget discipline, and to bring to bear—as former SSCI member William S. Cohen has put it—“the combined wisdom of both branches” (1988, 162).  Reporting requirements help ensure the sharing of information with Congress to allow this pooling of wisdom.  If one is dead set against a role for Congress in intelligence matters, though, one is apt to endorse national security adviser Poindexter’s characterization of lawmakers and their reporting requirements as nothing but an “outside interference” (U.S. Senate 1987). 


Co-optation.  The danger always exists that lawmakers will “go native.”  Like ambassadors abroad accused of taking on the coloration of the country where they are living rather than the country they represent, HPSCI and SSCI members and staff can come to identify more with the intelligence agencies than with their roles as detached and objective supervisors.  “They are awful nice to [overseers],” recalls former HPSCI chair Hamilton (Baker 2002, 13), “invite them to the CIA, give them a nice dinner, court them, seduce them.”  Congressional members and staff who come out of the intelligence community might be especially prone toward favoring their old agencies.  Like HPSCI chair Goss, a majority of staff members on the two Intelligence Committees had earlier careers in one or another of the secret agencies.  A remarkable number of SSCI and HPSCI staffers also take up, or resume, positions  in the intelligence community after a tour on the Hill, DCI Tenet most conspicuously.  


By and large, though, co-optation seems less of a problem than the pervasive sense among members (especially in the Republican Party; Johnson 1994) that Congress should pay deference to the executive branch on matters of national security.  Occasionally, some staffers do exhibit an inability to criticize their former agencies; but, just as often, the Committees have benefitted from having staffers who can tell whether their former colleagues are playing it straight with Congress or spinning.  Still, it would be prudent for the Committees to recruit a higher percentage of non-intelligence professionals to provide ballast, even though this would involve some training costs.


When SSCI and HPSCI were created, co-optation was very much on the mind of congressional leaders.  They included a special provision in the Committees’s founding language to require a rotation of members off the Committees after eight-year periods of service.  This rule, so the thinking went, would help eliminate the development of cozy ties between lawmakers and intelligence officers.  The growing consensus, however, is that rotation has actually harmed oversight, because as soon as members become sufficiently experienced and expert in arcane intelligence matters, they must depart the Committee.  


Further, since one can never count on serving as chair for long (if at all) in a rotation system, the incentives for joining the Intelligence Committees and working hard to learn the subject are diminished.  Those who do rise to hold the chair generally occupy that position for  only a couple of years, although GOP leaders waived a term limit to permit Goss a fourth term of leadership on HPSCI.  Others insist, though, that it is valuable to have a large percentage of representatives flowing through the Intelligence Committees, not only to guard against co-optation but also to disseminate throughout the chambers expertise about this important and poorly understood aspect of American government.   “It’s better to have people with fresh eyes,” argues former Senator Fowler (2003).  On balance, though, having continuity and experience on the Committees seem to trump the benefits of rotation.  The eight-year ceiling should be razed, or at least raised.   

Conclusion

Congressional oversight is a richly textured subject.  With respect to intelligence policy, it encompasses the supervision of a vast range of secret activities and thirteen major agencies.  Oversight since 1975 has been relatively robust compared to earlier years, yet it falls far short of goals espoused by the Church Committee and other panels of intelligence reform.  While lawmakers have responded responsibly to fire alarms—carrying out probes of domestic spying, improper covert actions, counterintelligence vulnerabilities, and major intelligence failures—they have done less well in the week-to-week police work that might uncover weaknesses and eliminate the need for firefighting in the first place.  


There have been admirable efforts at oversight by individual members; and now and then the supervisory panels have worked well as collectives, as when SSCI and HPSCI under chairmen Boren and Combest (respectively) worked actively to improve the performance of the intelligence agencies.  Mostly, though, intelligence oversight since 1975 has been a story of discontinuous motivation, ad hoc responses to scandals, and reliance on the gumption of just a few members—mainly the occasional dedicated chair—to carry the burden.  Absent still, despite the recommendation of one study after another, is a comprehensive approach to intelligence review that brings in most, if not all of, the members of SSCI and HPSCI, an approach that includes a systematic plan of police-patrolling without waiting around for fire alarms.  Responding to intelligence failures in this dangerous world is not good enough; one must try harder to prevent them from occurring in the first place.  


What are the ingredients for better intelligence oversight?  Here, in outline form, are some of the main ones (see, also, Hamilton 2003, 11):

 
more devotion to police-patrolling instead of waiting for fire alarms, which in the close world of intelligence are unlikely to sound anyway until a major scandal or disaster strikes;

 
closer scrutiny of threat-assessment decisions, the balance between human and technical collection, data-mining capabilities, the perspicacity of analytic reports (with A-team, B-team drills sponsored by overseers), charges of politicization, and efforts to achieve institutional and computer jointness to enhance all-source fusion;

 
careful attention to covert action, especially with respect to the beguiling assassination option and efforts by the Department of Defense to develop its own capabilities in this area;

 
renewed focus on counterintelligence: appraising the merits of an MI5 approach in the United States, reviewing barriers to another Ames or Hanssen, and building protections against hostile electronic penetrations of the new computer jointness;

 
examining again the merits of greater authority for the DCI to overcome the powerful centrifugal forces in the community;

 
revisiting the Patriot Act, the revised rules of the FISA Court, and the rights of Muslim Americans, to enhance the protection of civil liberties;

 
developing a more systematic, comprehensive five-year plan for oversight, to include the welding together of existing intelligence laws into a charter comparable to the National Security Act of 1947, along with clear annual statements about the expectations of lawmakers regarding each of the intelligence missions;

 
creation of better incentives for member involvement in oversight, such as public praise by the leadership and key committee assignments for dedicated overseers;

 
more regular meetings between rank-and-file overseers and the DCI;

 
fewer reporting requirements, but stiff penalties for bureaucrats who fail to honor reasonable deadlines;

 
restructuring of congressional jurisdictional lines so that SSCI and HPSCI are given more authority over the full intelligence community, in place of the tangled strands that currently exist with the Judiciary and Armed Services Committees;

 
pursuit of measures to make the government less secretive, including more SSCI and HPSCI opening hearings, more on-line reports about the activities of the oversight Committees, and fewer classification actions by the executive branch;

 
working toward a return of bipartisan oversight committees and staff; and,

 
recruitment of more staffers with backgrounds outside the intelligence community.


The time has never been more propitious for oversight reform.  An enormous incentive exists: the prevention of another 9/11 attack.  If Congress will take the time to address the deficiences of oversight, James Madison will have his three cheers.  Better still, the nation may achieve a better balance between security and liberty. 

____________
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